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Abstract With the flourishing development of blockchain technology represented by bitcoin, the
blockchain technology has moved from the era of programmable currency into the era of smart
contract. The smart contract is an event-driven, state-based code contract and algorithm contract,
which has been widely concerned and studied with the deep development of blockchain technology.
The protocol and user interface are applied to complete all steps of the smart contract process. Smart
contract enables users to implement personalized logic on the blockchain. The blockchain-based smart
contract technology has the characteristics of de-centralization, autonomy, observability, verifiability
and information sharing. It can also be effectively applied to build programmable finance and
programmable society, which has been widely used in digital payment, financial asset disposal, multr
signature contract, cloud computing, Internet of things, sharing economy and other fields. The
survey describes the basic concepts of smart contract technology, its whole life cycle, basic
classification and structure, key technology, the art of the state, as well as its application scenarios
and the main technology platforms. Its problems encountered at present are also discussed. Finally,
based on the theoretical knowledge of the smart contract, we set up the Ethereum experimental
environment and develop a system of crowdsale contract. The survey is aimed at providing helpful

guidance and reference for future research of smart contract based on blockchain technology.
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Table 1 Main Foreign Smart Contract Projects

1

Research Institution

Smart Contract Project

Project Introduction

Ethereum

RSK

1IBM

Slock. it

Ripple Laboratory

ConsenSys

Hyperledger

Slock. it

Coduis

BTC Relay

Ethereum Smart Contract Platform

Rootstock Smart Contract Platform

It is a new generation of smart contracts and a decentralized application
platform, and it can be used to program and develop smart contract
agreements.

It is a smart contract distributed platform, and it can be implemented as a
side chain, adding value and functionality to the core bitcoin network.

It is blockchain digital technology and transaction verification of open
source projects, and it can mainly be used in the financial industry.

It is a smart contract system based on the blockchain technology, and it
focuses on the research and development of the Ethereum blockchain data
and the Internet of things (IoT) solution.

It is a smart protocol released by Ripple Laboratory, and it is applied to the
Ripple platform to achieve the guidance of currency circulation.

It is the Ethereum where users can be allowed to verify bitcoin transactions

by using Ethereum’s smart contract feature.

4.2

s 2017 7

b

352

2016

[36]
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Table 2 Main Domestic Smart Contract Projects

2

Research Institution Project Introduction Research Institution

Project Introduction

Ping’an Insurance Participation in the Ethereum smart contract platform Alibaba Group

Letv Finance Working with Stellar to pay cross-border WeBank

Ant Financial The public service platform based on blockchain Wanda Group

BOC Hong Kong Rootstock smart contract platform JD Finance

The public financial clouds based on the blockchain
Cloud services based on tencent union chain
Hercules project launched in cooperation with others
Digital bill and ABS cloud

Participation in the Coduis

CZBank Participation in the Hyperledger WanXiang Group
4.3 ,
N N N N N s
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4)
1 ,
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"config" :{
" chainld' :10;
" homesteadBlock' .0;
" eipl155Block" .0;
" eipl58Block' . 0;
}
" coinbasé' ;" 0x000000000000000000000000000
0000000000000 ;
“dif ficulty' & 0x40000" ;

"extraDatd" "'";

" gasLimil' " 0x2fefd8" ;

" noncé' " 0x0000000000000042" ;

" mixhash' ' 0x000000000000000000000000000

000000000000000000000000000000
0000000" ;

" parent Hash' " 0x000000000000000000000000
000000000000000000000000000
0000000000000" ;

" timestamp' " 0x00" ;

"allod . {};

Table 4 The Parameter of the Block

4
Parameters Description
nonce A 64-digit random number used to mine.
Similar to nonce, mizhash is also used to mine,
mixhash

which value is related to the previous block.
dif ficulty The difficulty of generating new blocks.
alloc Used to preset accounts and the amount of Ether.
coinbase  Miner’s Account.
timestamp Set the timestamp for the genesis block.

parentHash The Hash value of the previous block.

.. The upper limit of gas, used to limit the sum of the
gasLimit . . . .
transaction information contained in the block.

extraData Additional information.

TTC(test test coin)

’ N N

. 6~9

Table 5 Parameter of the Boot File
5

Parameters Description

Identification of the blockchain used to indicate the

identity name of the current network.
. Set the path to the genesis block file and create the
it initial block.

datadir  Set the storage path of the current blockchain data.
port Network Listener Port.
rpe Start the rpc communication to deploy and debug

smart contract.
rpcapi Set rpe client, usually db, eth, net, web3.

. Set the network ID for the current blockchain to
networkid . .
distinguish between different networks.

console Start command-line mode to execute code in geth.

Table 6 Function of the Payment Module
6

Function Description

. Implement the function of asynchronous
asyncSend .
sending of data.

withdrawPayments Implement the function of withdrawa.

Table 7 Function of the Security Calculation Module

7

Function Description

sa feMul Reliable multiplication calculation.

sa feDiv Reliable division calculation.

sa feSub Reliable subtraction calculation.
safeAdd Reliable addition calculation.

min64 Reliable 64 bit minimum calculation.
max64 Reliable 64 bit maximum calculation.
min256 Reliable 256 bit minimum calculation.
max256 Reliable 256 bit maximum calculation.

Table 8 Function of the Emergency Management Module

8
Function Description
Be called at the end of an emergency to
release
return to normal state.
Be called in an emergency to trigger a stop
emergencyStop

state.
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Table 9 Function of the Crowdsale Module emitRLC() ;
9 finalize();

Function Description End If
Allow to accept ether. It corresponds to End If

payable . .
investment in the ether. .

End While
start Start the crowdsale. 5
Access to investment funds (ether), increase
receiveETH transaction records, and investment records, 2.
and distribute TTC by exchanging rate. gapSender;
- ’
Base N sale s, ¢ . s
1s‘ad on the crowdsale funds, compute the , send Invesi-
,,,,,, variable part of research and development funds

emitTTC . .
(ttc team), contingency reserve funds (ttc Request ’ H .
reserve) and founding team bonuses (ttc bounty).
calculation of the amount of TTC bonus

bonus B

according to the investment date.

. The function is called to refund when the
receiveA p proval . .
minimum crowdsale fund is not reached.

The function is called to lock the crowdsale

finalize contract when crowdsale is completed.
drain Troubleshooting.
1
1.
maxGap .
minGap . Time crowdsale,
minlnvest;
, finalize,
; ’ receive-

Approval
start();
crowdsaleClosed=False;
While crowdsaleClosed=False do
If receivelnvestRequest=False then
continue;
End If
If Time crowdsale<deadline then
If TTC total<lmaxGap then
bonus() ;
receive ETHQ)
Else
crowdsaleClosed = True;
emitRLC(O) ;
finalize() ;
End If
Else If TTC total<<minGap then
receiveAp proval () ;
Else

crowdsaleClosed=True;

Input gapSender;
If crowdsaleClosed=True then
break;
Else
If Time crowdsale<deadline then
If gapSender>minlnvest then
I TTC total+ gapSender<<imaxGap
then
If SenderBalance™ gapSender then

send InvestRequest () ;

End If
End If
End If
End If
End If

7

2009 s

1.0

2.0 . 3.0 7, 2.0
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